附件1

评分标准

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| **序号** | **评分因素及权重** | **分值** | **评分标准** | **说明** |
| **一** | **价格** | **15** | 1.经评标委员会评审，通过资格性和符合性审查，且投标报价最低的投标人的投标报价作为评标基准价；  2.投标报价得分=(评标基准价／投标报价)×15 |  |
| **二** | **测评方案响应性** | **10** |  | |
| 1 | 测评方案 | 10 | 1.测评方案中包含测评流程、测评方法、测评指标和配合需求的得5分，未包含完整的得3分，一项未包含的不得分；  2.正确理解网络安全等级测评，测评思路清晰、测评内容完整、测评重点突出，针对每点测评要求项提出完善的测评方法，方法全面、合理，并具有很强的针对性的得5分，较为全面、合理，方法针对性较强得3分，未提供的不得分； |  |
| **三** | **专业人员技术力量** | **40** |  | |
| 1 | 投标人机构技术团队情况 | 20 | 拟派技术负责人1名具有:  1.信息安全等级测评师（高级）证书或网络安全等级测评师（高级）证书；  2.信息安全测评师；  3.注册信息安全专业人员（CISP）证书；  4.网络与信息安全应急人员（管理I级）；  5.注册云安全系统认证专家（CCSSP）证书。  以上证书每提供一个得4分，最多得20分。未提供不得分。 | 以上人员提供在职证明，如：社保、劳动合同等 |
| 2 | 10 | 1. 拟派项目经理1名具有：   1.信息安全等级测评师（高级）证书或网络安全等级测评师（高级）证书；   1. 2.网络与信息安全应急人员（管理I级）； 2. 3.信息安全测评师；   4.计算机软件产品检验员证书；  5.信息安全保障人员（CISAW）（认证方向：应急服务）；  以上证书每提供一个得2分，最多得10分。未提供不得分。 |
| 3 | 10 | 拟派测试团队人员在具有信息安全等级测评师证书的同时具有以下证书：  1.网络与信息安全应急人员;  2.注册网络安全专业防御人员（NSATP-D）；  3.信息安全保障人员（CISAW）（认证方向：工控网络安全）；  4.注册云安全系统认证专家（CCSSP）证书；  5.计算机技术与软件专业技术资格（信息安全工程师）证书.  以上证书全部具有得10分，缺一个扣2分，扣完为止。 |
| **四** | **商务部分** | **35** |  | |
| 1 | 投标人  业绩 | 5 | 2019年1月1日以来，具有信息安全测评项目案例，每具有1个合同得1分，最多得5分； | 附有效证明文件复印件（加盖投标人公章，原件备查）。 |
| 2 | 投标人机构情况 | 30 | 1.具有ISO9001质量管理体系认证证书, 认证范围包括“评估测试服务”得6分；  2.具有ISO20000信息技术服务管理体系证书, 认证范围包括“评估测试服务”得6分；  3.具有ISO27001信息安全管理体系证书, 认证范围包括“评估测试服务”得6分；  4.投标人具有中国合格评定国家认可委员会颁发的检验机构认可证书（CNAS），认可范围为“信息系统网络安全等级保护测评”的得6分。  5.投标人具有检验检测机构认证证书（检验检测能力范围：软件和信息系统安全等级保护测评等相关内容）的得6分。 |